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PRIVACY POLICY 

1 PURPOSE 

Whenever an organisation receives an employment application, enrolment for 

education, and/or resume on an individual, irrespective of whether it was solicited or 

unsolicited, personal - and possibly health – information has been collected. Under 

the privacy legislations, at the time an organisation collects personal and/or health 

information, or as soon as possible thereafter, the organisation has a responsibility to 

inform the individual of their right under privacy law. 

 

Within these pieces of legislation are Privacy Principles (Australian Privacy Principles 

and Health Privacy Principles, respectively) which set out the obligations of 

organisations whenever collecting, using, disclosing, storing and destroying personal 

and/or health information. The privacy principles also outline the right of access that 

individuals have to their personal and/or health information, and organisational 

obligations for providing individuals with such access, if requested. This includes 

personal and health information collected during the recruitment and selection 

process. 

 

This Privacy Policy details how InterCare complies with the Australian Privacy 

Principles established by the Privacy Act 1988 and Schedule 1 of the Privacy 

Amendment (Enhancing Privacy Protection) Act 2012, to ensure the protection of 

your personal information. 

2 SCOPE 

This policy applies to personal information collected by InterCare’s concerning staff, 

external job applicants, students, prospective students, individual clients and other 

individuals.  

 

This policy/procedure also applies to all InterCare employees. 

3  LEGISLATIVE AUTHORITY 

 SNR 2015 

 Privacy Act 1988, 

 Australian Privacy Principles 2014 

4  POLICY STATEMENT 

DEFINITIONS 

“Students” includes all students enrolled through any mode of training in any state or 

territory of Australia. 

COLLECTION OF PERSONAL INFORMATION 

Personal Information is information that allows others to identify you.  It may include 

your name, age, gender, contact details, health information, work history and 

experience, current salary. 
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We will collect most personal information directly from you.  There may also be 

occasions when we need to source personal information about you from a third 

party. (See below: Exchange of Personal Information with Third Parties). 

SENSITIVE INFORMATION 

We will only collect sensitive information with your consent, unless we are required to 

collect that information by law. 

 

Sensitive information is legally defined as any information about a person’s racial or 

ethnic origin, political opinion, membership of a political association, religious beliefs 

or affiliations, philosophical beliefs, membership of a professional or trade association, 

membership of a trade union, sexual preferences or practices, criminal record or 

health information. 

 

Sensitive information will only be collected for the purpose of establishing and 

maintaining our relationship with you, and we will always explain the purpose for 

collecting it. 

HOW WE USE YOUR PERSONAL INFORMATION 

We only collect personal information that is necessary to perform our functions and 

activities.  The primary purpose for InterCare collecting your personal information is to 

place you in a position of gainful employment, career planning and progression or to 

enrol you into an educational course. 

 

If you do not provide this information, we may not be able to deal with you, or 

provide you with our services. 

 

InterCare may also use or disclose your personal information for purposes such as: 

 Helping us to develop and identify products and services that may interest 

you; 

 Answering any queries you may have; 

 Considering your employment applications; 

 Addressing any feedback or complaints you may have 

 Maintaining our relationship with you; 

 Conducting market or customer service research; 

 Performing our internal administration and operations including: accounting, 

risk management, record keeping, archiving, systems development and 

testing, credit scoring, and staff training; 

 Complying with legislative and regulatory requirements; 

 Developing, establishing and administering business alliances and other 

arrangements with other organisations in relation to the promotion, 

administration and use of our respective services; 

 Any purpose for which it was requested and directly related purposes; 

 Developing, improving and marketing our products and services; 

EXCHANGE OF PERSONAL INFORMATION WITH THIRD PARTIES 

InterCare may disclose your personal information to: 

 Any government department or apprenticeship/traineeship authorities and 

their employer if they are undertaking apprenticeship/traineeship studies 
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 Their secondary school and parents if they are undertaking Vocational 

Education and Training in a VET in the VCE or schools program, providing 

confidentially is assured. 

 Any entity to which we are required or authorised by or under law to disclose 

such information (for example, Federal or State law enforcement agencies 

and investigation agencies, courts and various Federal and State 

organisations; 

 To prospective employers; 

 To others that you have been informed at the time any personal information is 

collected from you; 

 To our business associates and others for purposes directly related to the 

purpose for which the personal information was collected; 

 Approved Marketing services 

 With your consent (express or implied), to others. 

 

We may also obtain personal information from some or all of the above, as well as 

your referees and previous employers, to enable us to provide our services or 

products to you.  When we obtain personal information from third parties whom we 

are referred to by you, we will assume and you will ensure that you have made the 

third party aware of the referral of the persons and purposes involved in the 

collection, use and disclosure of the personal information.   

STORAGE AND SECURITY OF PERSONAL INFORMATION 

We protect any personal information that we hold about you from any loss, misuse or 

unauthorised access, modification or disclosure. Your information may be stored in 

hard copy form or electronically in our systems. 

 

Our physical security consists of locks and security systems over our data stores and 

premises.   

 

Our computer and network safeguards include, but are not limited to: 

 Restricting access to our computer systems and physical records to authorised 

persons and preventing users from accessing information they have no need 

to access; 

 Requiring employees to use unique passwords to gain access to systems.  

These passwords are changed regularly and their use is independently 

monitored; 

 Employing firewalls, intrusion detection systems, attachment filtering and virus 

scanning tools to prevent unauthorised persons and viruses from entering our 

systems. 

 

Appropriate arrangements are implemented to ensure that access to computerised 

records is granted only to staff requiring such access in the course of their duties.  

Computer access passwords are intended as security devices and staff are not 

permitted to disclose their password to others. 

ACCESSING YOUR PERSONAL INFORMATION 
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You can request us to provide you with access to the personal information we hold 

about you.  We will respond to your access request as soon as possible, in the manner 

that you have requested. 

If particular circumstances apply, the Privacy Act permits InterCare to deny your 

request or limit the access we provide.  If your access is denied or limited, you will be 

informed of the reason. 

 

If you wish to access information held by InterCare, you will need to write to:   

 The Privacy Officer 

 InterCare Training 

 PO Box 139 

Noble Park, VIC    3174 

  

MARKETING 

As part of our service to you, InterCare may use personal information collected to 

identify products and services that may benefit you.  We may contact you 

periodically to inform you about new or existing products or services.  However, you 

may contact us at any time if you do not want to receive marketing information from 

InterCare. 

 

InterCare may use Google (and their available associated advertising channel 

opportunities such as Analytics, AdWords, Leads Display, Customer Match, Audience, 

Demographics), Facebook (and their available associated advertising channel 

opportunities such as Ad Boosting, Display Campaigns, Audience, Demographics) 

and Mail Chimp (and their associated advertising channel opportunities such as 

email campaign outcomes) to inform you about new or existing products or services.  

However, you may contact us at any time if you do not want to receive direct 

marketing information from InterCare. 

 

InterCare only uses first party collected (you provided your details to us) for the 

purposes of email and ‘Customer Match’ campaigns. 

 

By using Google and/or Facebook advertising channel opportunities we at times 

share customer data with these third parties to perform services on our behalf.  Where 

we share that customer data we only use Google’s and/or Facebook’s approved API 

or interface to upload customer data; and comply with all applicable laws and 

regulations, including any self-regulatory or industry codes that may apply. 

 

Additionally by InterCare using Google and/or Facebook advertising channel 

opportunities you may be/have been marketed to via remarketing, re-

engagement or similar audience’s features that they offer.  Typically they use tags, 

cookies, pixels to identify your past or recent website searches and/or website 

interactions.  To remove yourself from this we recommend you opt out of Google 

Marketing Platform's use of cookies by visiting the Google Marketing Platform opt-out 

page or the Network Advertising Initiative opt-out page. 

 

InterCare does not disclose personal information to third parties for the purposes of 

allowing them to market their products and services.  

https://support.google.com/adspolicy/answer/6023676
https://support.google.com/adspolicy/answer/6023676
https://www.google.com/settings/ads/onweb#display_optout
https://www.google.com/settings/ads/onweb#display_optout
http://www.networkadvertising.org/managing/opt_out.asp
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THIRD PARTIES 

Where reasonable and practicable to do so, we will collect your Personal Information 

only from you. However, in some circumstances we may be provided with 

information by third parties. In such a case we will take reasonable steps to ensure 

that you are made aware of the information provided to us by the third party. 

 

UP-TO-DATE PERSONAL INFORMATION 

InterCare will take all reasonable steps to ensure that your personal information is 

accurate, complete and up-to-date at the time of collecting, using or disclosing the 

information. 

 

Should you inform us that any of the current information that we hold about you is 

inaccurate, incomplete or out-dated, we will promptly update that information. 

WEB SITE SECURITY AND PRIVACY 

InterCare uses the Internet as a means of conducting its business, advertising 

available job positions and interacting with its customers.  InterCare continually 

maintains and monitors its online security systems relating to its own website to ensure 

your personal information is appropriately protected. 

 

InterCare may also conduct business by advertising available job positions on 

websites operated by third parties unrelated to InterCare.  InterCare has no control or 

power over the conduct of and security measures used in these website.  You must 

make your own inquiries regarding the privacy policy adopted by the operators of 

the websites. 

CHANGE TO THIS POLICY 

From time to time InterCare may amend this Privacy Policy.  We will display the 

amended version on our website: www.intercaretraining.com.au  

 

CONSENT 

Personal information is usually used or disclosed only after obtaining your consent.  

Your consent can be express or implied.  

 

If you continue dealing with InterCare and using InterCare’s products and services 

after being provided with this Privacy Policy, you are deemed to consent to InterCare 

collecting and using your personal information in accordance with this Privacy Policy. 

 

5  PROCEDURE 

CONTACTING US 

If you have any questions, complaints or would like further information about our 

privacy and information handling practices, please contact us by: 

 e-mail at: info@intercaretraining.com.au  

 writing to the following address: InterCare Training, PO Box 139, Noble Park, 

VIC    3174 

 you may need to also complete a declaration as outlined below: 

http://www.intercaretraining.com.au/
mailto:info@intercaretraining.com.au
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DECLARATION 

    I,   

declare and acknowledge that I have fully read and understand the conditions 

of the privacy policy detailed above and declare acceptance on those terms. 

Should I wish to gain access to the details stored in relation to myself I 

acknowledge to provide/confirm the following details of identification. 

FULL NAME  

ADDRESS  

MEANS OF ID 

DATE OF BIRTH  
DRIVERS LICENCE 

NUMBER 
 

APPLICANT SIGNATURE  DATE  

INTERCARE 

REPRESENTATIVE 

SIGNATURE 

 DATE  

6  RESPONSIBILITIES 

COMPLIANCE, MONITORING & REVIEW 

General Manager - RTO 

REPORTING 

General Manager - RTO 

RECORDS MANAGEMENT 

General Manager - RTO 

7  DEFINITIONS 

N/A 

8 RELATED LEGISLATION & DOCUMENTS 

RELATED POLICY DOCUMENT SUITE 

N/A 

RELATED LEGISLATION AND SUPPORTING DOCUMENTS 

N/A 

9 INTERNAL REFERENCE NUMBER 

N/A 


